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BitLocker Deactivation

These instructions will guide you through checking and if necessary, deactivating BitLocker on your
laptop. PLEASE FOLLOW THESE INSTRUCTIONS CAREFULLY!! Contact I.T. if you experience any issues
during this process.

1. BitLocker deactivation

a. Inthe search field in the bottom left corner of your screen type BitLocker and touch or
click Manage BitLocker in the list that appears

& Device encryption settings
Search the web

AR bitlocker - see web results

b. If the BitLocker Drive Encryption screen shows OS (C:) BitLocker off, you are finished.
No other action is required. Otherwise continue to the next step.

BitLocker Drive Encryption

Help protect your files and folders from unauthorized access by protecting your drives with BitLocker.

Operating system drive

QOS (C) BitLocker off

G Turn on BitLocker
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c. If the message under Operating system drive states OS (C:) BitLocker on, proceed to
step j on page 5 of these instructions. Otherwise, continue to the next step.

BitLocker Drive Encryption

Help protect your files and folders from unauthorized access by protecting your drives with BitLocker.

O ror your security, some settings are managed by your system administrator.

Operating system drive
OS (C:) BitLocker on

Q Suspend protection

5

E;’ Back up your recovery key
G Turn off BitLocker

d. If the message under Operating system drive states OS (C:) BitLocker waiting for
activation, then click Turn on BitLocker.

BitLocker Drive Encryption

Help protect your files and folders from unauthorized access by protecting your drives with BitLocker.

Operating system drive

OS (C:) BitLocker waiting for activation Q)

e !; Turn on BitLocker

-

e. Onthe screen that appears, click or touch Print the recovery key

"& BitLocker Drive Encryption (C:)

How do you want to back up your recovery key?

@ some settings are managed by your system administrator.

A recovery key can be used to access your files and folders if you're having problems unlocking your PC.
It's a good idea to have more than one and keep each in a safe place other than your PC.

—> Save to your Microsoft account

s

—> Print the recovery key
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f. Select Microsoft Print to PDF from the list of available printers and click Print.

= Print X
General

Select Printer

= Tax
£ Microsoft Print to Pl

== Microsoft XPS Do

Status: Ready

Location:
Comment:
Page Range
OFl Number of copies:
Selection Current Page
Pages: Collate

122 5

Lo Jf e

—

g. Inthe File Name field, enter Key the click Save

ﬁ Save Print Output As X
T » This PC » Documents v L Search Documents L
Organize ~ New folder B - (7]
I Desktop A A Name Date modified Type
¥ Downloads
D s A No items match your search.
5 Documents
=] Pictures »*
J‘: Music
m Videos
v £ >
— File name: D) v
ocument (*.pdf) M ‘
 Hide Folders Save | Cancel
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h. Click Next

‘& BitLocker Drive Encryption (C:)

How do you want to back up your recovery key?
© Your recovery key was printed.

A recovery key can be used to access your files and folders if you're having problems unlocking your PC
It's a good idea to have more than one and keep each in a safe place other than your PC.

—> Save to your Microsoft account

—> Save to a file

—> Print the recovery key

How can | find my recovery key later?

i. Click Activate BitLocker

&« ‘& BitLocker Drive Encryption (C:)

Activate BitLocker

This drive (C:) has been encrypted for use with BitLocker and now just needs to be activated. This will take
a few seconds.

Activate BitLocker
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j.  If the message under Operating system drive states OS (C:) BitLocker on, Click Turn off
BitLocker

BitLocker Drive Encryption

Help protect your files and folders from unauthorized access by protecting your drives with BitLocker.

o For your security, some settings are managed by your system administrator.

Operating system drive

0S (C:) BitLocker on , )

&
ol

k. Click Turn off BitLocker

WP U1 YL SLLLIILY, S IL SU LU IS WL 1 UL Ay YU oy o

BitLocker Drive Encryption X

Turn off BitLocker

Your drive will be decrypted. This might take a long time, but
you can keep using your PC during the decryption process.

( Turn off Bi‘tLDcDel

O Trirn AT T

|.  BitLocker will begin decrypting. This will take several minutes.

BitLocker Drive Encryption

Help protect your files and folders from unauthorized access by protecting your drives with BitLocker.

Operating system drive

OS (C:) BitLocker Decrypting ®»

/s

5|Page



CAMPBELL Information Technology Services

UNIVERSITY

m. To view the progress, click the BitLocker icon in the bottom right corner of the screen.

n. Once decryption is complete, click Close

% BitLocker Drive Encryption X

f'% Decryption of C: is complete.

Close

Manage Bitl ocker

o. If you see the following screen, you have successfully deactivated BitLocker.

BitLocker Drive Encryption
Help protect your files and folders from unauthorized access by protecting your drives with BitLocker.
Operating system drive

QS (C:) BitLocker off

G Turn on BitLocker

IR

If you experience issues with any part of these instructions, please contact your Health Sciences I.T.
Support Team via email at cusomhelpdesk@campbell.edu and include your name and a detailed
description of the issue. Thanks!
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